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**Ignition Digital Literacy & Responsibility**

**Module 3: The Viral World**

**Define terms and/or answer questions in space provided:**

|  |  |
| --- | --- |
| **Are websites that begin with http usually safe sites? Why or why not?** |  |
| **What does the locked padlock mean on a website?** |  |
| **What does it mean if information is encrypted?** |  |
| **What is malware?** |  |
| **What does malware do to your computer?** |  |
| **What is a computer virus? How does a virus spread on a computer?** |  |
| **What are 2 things that adware can do to your computer?** |  |
| **What is spyware?** |  |
| **What can spyware do to your computer?** |  |
| **What are phishing websites?** |  |
| **How would you know if an email is likely spam?** |  |
| **Why might you set filters on your email account?** |  |

**Use complete sentences to answer the following discussion questions. We will discuss our answers in class.**

***According to the information you learned in this module*, what is identity theft and how can you protect yourself against identity theft? (Press ENTER to get to another page)**